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**Описание предметной области**

Компьютерная безопасность на сегодняшний день является одним из ключевых аспектов информационной безопасности, направленных на защиту компьютерных систем и информации от несанкционированного доступа, утечек и повреждений. Социальная ответственность в этом контексте означает понимание и осознание важности обеспечения безопасности в сети для всех участников. Оценка воздействия, в свою очередь, представляет собой процесс анализа и прогнозирования возможных последствий для общества в случае нарушения компьютерной безопасности и играет важную роль в разработке эффективных стратегий защиты и противодействия угрозам.

**Недостаток**

Все рассмотренные в статьях методы обеспечения безопасности не устойчивы к появлениям новых видов угроз.

**Идея**

Предлагается подход, основанный на концепции непрерывного мониторинга и анализа угроз.Этот подход предусматривает применение автоматизированных систем мониторинга с использованием искусственного интеллекта.

**Краткий текст обзора**

В сфере компьютерной безопасности значительное внимание уделяется различным методам защиты от кибератак и угроз информационной безопасности. Особый интерес исследователей привлекали методы, основанные на анализе уязвимостей [[1], [2]](https://www.zotero.org/google-docs/?WpSO4O) и сценариях атак. Например, для оценки безопасности используется метод моделирования атак[[3]](https://www.zotero.org/google-docs/?Pdoot0), а для создания новых систем защиты используется метод сбора и сортировки информации об уже совершенных атаках [[4], [5], [6]](https://www.zotero.org/google-docs/?6LtZko). Однако эти методы затрагивают только техническую часть вопроса. Немаловажным фактором обеспечения информационной безопасности является социальная ответственность и человеческий аспект[[7]](https://www.zotero.org/google-docs/?L5x1nb). Например, компании, которые берут на себя ответственность за хранение данных о пользователях, должны руководствоваться именно социальная ответственность. Об этом достаточно подробно написано в статье [[8]](https://www.zotero.org/google-docs/?HiLLAp). К сожалению, закон не успевает за развитием технологий. В результате компании стараются соответствовать закону, а не технологиям, из-за этого появляются “пробелы” в безопасности [[9]](https://www.zotero.org/google-docs/?Ov2HlW).

В статье [[5]](https://www.zotero.org/google-docs/?CM796l) рассматривается оценка воздействия кибератак с помощью виртуальной местности (VTAC) в качестве примеров ее работы используются только смоделированные атаки. Еще одним методом оценки безопасности безопасности является алгоритм, основанный на использовании графов атак[[6]](https://www.zotero.org/google-docs/?rBmjtS). Для упрощения процесса принятия решений с использованием визуализации информации применяется InfoVis[[10]](https://www.zotero.org/google-docs/?HgI9bE). Все перечисленные методы не могут оперативно адаптироваться к появлению новых видов угроз.

В моей статье я предлагаю новые методы оценки безопасности, моделирования угроз и оценки рисков, которые будут использовать автоматизированные системы мониторинга с применением искусственного интеллекта.
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